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Training Title 

SECURITY MANAGEMENT, PLANNING & ASSET PROTECTION WITH INTEGRATED 

SECURITY SOLUTIONS 

 

Training  Duration  

5 days 

 

Training Venue and Dates 

Ref. No. 

HS085 

Security Management, Planning 

& Asset Protection With 

Integrated Security Solutions 

5 20 – 24 Oct. 2025 $5,500 Dubai, 

UAE 

In any of the 4 or 5-star hotels. The exact venue will be informed once finalized. 

 

Training Fees 

• $5,500 per participant for Public Training includes Materials/Handouts, tea/coffee 

breaks, refreshments & Lunch. 
 

Training Certificate 

Define Management Consultancy & Training Certificate of course completion will be 

issued to all attendees. 
 

TRAINING DESCRIPTION 

Envisioned Security leaders armed with the necessary professional skills and knowledge are 

the only way to create value added departments. As quickly as the world and technology 

develops, so do the security risks and threats. Some companies make the gross error of viewing 

their security departments and employees as lower level functions. However, a good culture 

of Security will enhance definition of what the Security discipline is all about and explains the 

value and cost benefit analysis it will bring to the organisation.    

So, in order to achieve this consistent level of best practice this Security Management, Planning 

and Asset Protection with Integrated Security Solutions training course is structured to equip 

delegates with the specialist security knowledge to perform their management and 

supervisory duties to international standards in Security Planning, Asset Protection and 

Integrated Security Projects. 

TRAINING OBJECTIVES 

Participants will be able to: 

• Identifying the importance and components of an integrated security system 
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• Identifying and effectively operate access control systems 

• Planning and implementing CCTV system 

• Identifying the use of Perimeter Protection Systems 

• Planning security projects and implementing these effectively 

• Creating a programme to protect intellectual property and physical assets 

• Running a pro–active professional and dynamic security team 

WHO SHOULD ATTEND? 

• Security Officers, Supervisors and Managers 

• HR and Administrative Supervisors responsible for security 

• HSSE Professionals 

• Fire Personnel 

• Facility Supervisors 

TRAINING METHODOLOGY: 

A highly interactive combination of lectures and discussion sessions will be managed to 

maximize the amount and quality of information and knowledge transfer. The sessions will 

start by raising the most relevant questions and motivate everybody to find the right answers. 

You will also be encouraged to raise your own questions and to share in the development of 

the right answers using your own analysis and experiences.  Tests of multiple-choice type will 

be made available on a daily basis to examine the effectiveness of delivering the course. 

Very useful Course Materials will be given. 

• 30% Lectures  

• 30% Workshops and work presentation 

• 20% Group Work& Practical Exercises 

• 20% Videos& General Discussion 

DAILY OUTLINE 

DAY 1 

Crucial Issues of Security & Asset Management 

• Introduction and a Review of International Standards (Inc: ISO 55002:2018) 

• Strategic and Operational Management, Roles & Responsibilities 

• Managing Guarding Operations, Manpower Management & Styles 

• The Management of Risk and Risk Analysis (ISO 31000) 

• Crime Management and Prevention 

 



 
 

 

DMCT/OL/9/18(Rev3Dt:23/9/18) 

3 

 

 

DAY 2 

Creating a Culture of Security 

• Legal Obligations - using minimum force 

• Creating an Organisational Culture of Security 

• Customer Relations and the Reputation of the Security Function 

• Planning and Directing Security Projects 

• Principles of Emergency Response 

 

DAY 3 

Threats to Assets 

• Understanding Loss 

• Key Point Identification 

• Access Control, Integrated Technologies and CCTV 

• Conducting Effective Security Surveys 

• Intellectual Property, Data Protection & Cyber Security (ISO 27001) 

• Security and Evacuation Planning 

 

DAY 4 

Principals of Physical Asset Protection 

• Physical and Perimeter Security 

• Building Security Design Principles 

• Communication and Security Control Centres 

• Successful Investigations and Interview Techniques 

• Terrorism Risks 

 

DAY 5 

Implementing Your Security Protection Programme 

• Security Crisis Management Plans 

• Managing Disaster Recovery and Business Continuity Plans (ISO 22301) 

• Security Mutual Aid 

• Security Communication Strategies 

• Dealing with Social Media 

 

NOTE:  

Pre & Post Tests will be conducted.  

Case Studies, Group Exercises, Group Discussions, Last Day Review & Assessments will 

be carried out. 
 

…………………………………………………………. 


